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(1) Act as DoD Executive Agent for
outer continental shelf matters and
carry out responsibilities assigned to
the Executive Agent in the Agreement.

(2) Conduct continuing liaison with
DoI, appropriate coastal states, and the
ASD(P&L) to ensure compatibility be-
tween the DoD Offshore Military Ac-
tivities Program and the related plans
and programs of DoI and coastal states.

(3) lnform concerned DoD Compo-
nents of new developments in the
DOI’s, states’, and industry’s mineral
leasing plans that may affect present
or potential military interests in off-
shore areas.

(4) Represent the Department of De-
fense on the Secretary of the Interior’s
Outer Continental Shelf Advisory
Board.

(d) The Secretary of the Air Force
shall, for those offshore areas under his
control, conduct continuing liaison
with the DoI and coastal states and
enter into agreements necessary to en-
sure compatibility between military
activities and relevant plans and pro-
grams of the DoI and coastal states.

(e) Heads of DoD Components shall:
(1) Review proposed DoI’s and states’

mineral leasing plans and inform the
Executive Agent of proposed activities
that could be incompatible with mili-
tary missions. When joint use is fea-
sible, the Heads shall recommend con-
ditions and stipulations that should be
imposed in leases to ensure the integ-
rity of military missions and otherwise
protect the interests of the United
States against claims arising out of
damage to property or personal injury.

(2) Establish and maintain lines of
communication and coordination to en-
sure that the ASD(P&L) and the Exec-
utive Agent are fully aware of plans
and programs involving offshore areas.

(3) Review notices referred to in
§ 252.5(b) and notify the Army Chief of
Engineers if proposed actions are in-
compatible with offshore military ac-
tivities.

(4) Inform the Army Chief of Engi-
neers and the Executive Agent of any
significant change in the status of off-
shore ranges, restricted areas, or oper-
ating areas.

(5) Comply with the provisions of the
Coastal Zone Management Act.

(6) Conduct other activities related
to offshore areas as requested by the
ASD(A&L).
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§ 253.1 Reissuance and purpose.

This rule reissues this Part to update
policy and procedures governing the in-
vestigation of American National Red
Cross (hereafter ‘‘Red Cross’’) employ-
ees and United Service Organizations,
Inc. (USO), staff for the purpose of de-
termining the security acceptability of
such personnel for assignment to duty
with the Military Services.

§ 253.2 Applicability and scope.

(a) This rule applies to the Office of
the Secretary of Defense, the Military
Departments, the Unified and Specified
Commands, and the Defense Investiga-
tive Service (hereafter referred to as
‘‘DoD Components’’). The term ‘‘Mili-
tary Services,’’ as used herein, refers to
the Army, the Navy, the Air Force, and
the Marine Corps.

(b) This rule does not apply to U.S.
citizens or foreign nationals who are
available locally at overseas locations
for temporary or part-time employ-
ment with the Red Cross or the USO.
Policy and procedures governing inves-
tigation and security acceptability of
locally hired employees shall be deter-
mined by the Military Department con-
cerned.

§ 253.3 Definition.

Employee. Any full-time, salaried in-
dividual serving with or employed by
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the Red Cross or the USO who is sub-
ject to assignment for overseas duty
with the Military Services.

§ 253.4 Policy.
(a) It is the policy of the Department

of Defense that an employee shall be
accepted for assignment to duty with
the Military Services overseas only
after it first has been determined,
based upon an appropriate personnel
security investigation, that such ac-
ceptance for assignment is clearly con-
sistent with the national interest.

(b) The standard and criteria for de-
termining the security acceptability of
an employee for assignment or con-
tinuation of assignment with the Mili-
tary Services overseas shall be iden-
tical to those established for making
security clearance determinations for
personnel employed in private industry
under §§ 155.4 and 155.5 of this title.

§ 253.5 Responsibilities.
(a) The Deputy Under Secretary of De-

fense for Policy, or designee, the Direc-
tor, Security Plans and Programs, shall
serve as the primary contact between
the Department of Defense and the Red
Cross and USO for all matters relating
to the policy and procedures prescribed
herein.

(b) Heads of DoD Components shall
comply with the provisions of this rule.

§ 253.6 Procedures.
(a) Employees who are U.S. citizens

shall have been the subject of a na-
tional agency check (NAC), completed
with favorable results, before being
nominated for assignment with the
Military Services overseas.

(b) Employees who are not U.S. citi-
zens shall have been the subject of a
background investigation (BI), com-
pleted with favorable results, before
being nominated for assignment with
the Military Services overseas.

(c) An employee will not be assigned
for duty with the Military Services
overseas or continued in such an as-
signment when it has been determined
that assignment or continuation of as-
signment is not clearly consistent with
the national interest.

(d) Completed security forms (DD
Form 398, Personnel Security Question-
naire (BI/SBI), or 398–2, Personnel Se-

curity Questionnaire (National Agency
Check)) shall be forwarded to the De-
fense Industrial Security Clearance Of-
fice (DISCO), Defense Investigative
Service, for initiation of the NAC or
BI, as appropriate.

(e) Upon completion of the appro-
priate investigation, the results shall
be returned to the DISCO where a de-
termination shall be made concerning
security acceptability of the employee.
If the determination is favorable, the
DISCO shall provide a statement to
that effect to the Red Cross or the
USO. If the DISCO is unable to make a
favorable security acceptability deter-
mination, the procedures described in
paragraph (f)(3), of this section, shall
apply.

(f) Whenever any DoD Component or
the Red Cross or the USO receives in-
formation indicating that an employ-
ee’s assignment or continuation of as-
signment with the Military Services
overseas may not clearly be consistent
with the national interest, the infor-
mation shall be furnished to the DISCO
for appropriate review. In such cases,
the following actions shall be taken:

(1) The DISCO shall arrange for the
conduct of any investigation warranted
to resolve the adverse or questionable
information.

(2) In cases arising after the initial
security acceptability determination
has been made, the DISCO shall review
the information or report of investiga-
tion to determine whether the security
acceptability determination is to con-
tinue in effect. If such adjudication is
favorable, no further action is required.
The Red Cross or the USO will not be
notified in such cases in order to pre-
clude the possibility of any adverse in-
ference being drawn.

(3) If, after reviewing the information
or report of investigation, the DISCO is
unable to make a favorable security
acceptability determination, the case
shall be referred for further processing
in accordance with part 155 of this
title.

PART 254—TEACHER AND TEACH-
ER’S AIDE PLACEMENT ASSIST-
ANCE PROGRAM

Sec.
254.1 Purpose.
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